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UNIX

The layers of a UNIX system.

User
Interface
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Steps in Making a System Call 

There are 11 steps in making the system call
read (fd, buffer, nbytes)



System Calls for Process Management

s is an error code
pid is a process ID
residual is the remaining time from the previous alarm
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POSIX

The signals required by POSIX.
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System Calls for File Management

• s is an error code

• fd is a file descriptor

• position is a file offset
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The lstat System Call

Fields returned by the lstat system call.
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System Calls for Directory Management

• s is an error code
• dir identifies a directory stream
• dirent is a directory entry
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(also mount/umount)
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System Calls for File Protection

• s is an error code

• uid and gid are the UID and GID, respectively



System Calls for Memory Management

• s is an error  code
• b and addr are memory addresses
• len is a length
• prot controls protection
• flags are miscellaneous bits
• fd is a file descriptor
• offset is a file offset
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Some System Calls For Miscellaneous Tasks
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System Calls (1)

• A stripped down shell:

while (TRUE) { /* repeat forever */
type_prompt( ); /* display prompt */
read_command (command, parameters) /* input from terminal */

if (fork() != 0) { /* fork off child process */
/* Parent code */
waitpid( -1, &status, 0); /* wait for child to exit */

} else {
/* Child code */
execve (command, parameters, 0); /* execute command */

}
} 
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The ls Command

Steps in executing the command ls type to the shell



fork vs clone: Clone Flags

Bits in the sharing_flags bitmap
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System Calls (2)

• Processes have three segments: text, data, stack
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System Calls (3)

(a) Two directories before linking
/usr/jim/memo to ast's directory

(b) The same directories after linking
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System Calls (4)

(a) File system before the mount

(b) File system after the mount
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Unix/Win32 System Calls (5)
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